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COVID-19 (Coronavirus) Phishing Scams

Attackers are taking advantage of the
COVID-19 pandemic by sending phishing
emails that look like legitimate awareness

training or refunds for event cancellations.

Falling for one of these malicious emails can
do real harm to you or your organization.

{25 World Health
& ¥ Organization

——

Dear Sir,

Kindly go through the attached document on safety measures, online trainin
as a tool, regarding the spread of corona virus

Click on the button below to download

on signs of infection include respiratory symptoms, fever, cough,
and breathing difficulties. In more severe cases, infection
re acute respiratory syndrome, kidney failure and

Dr. Tredos Adhanom Ghebreyesus
@DrTedros

Specialist wuhan-virus-advisory
#COVID19 #CoronaVirus
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If you receive an email that mentions COVID-19 or coronavirus:

Don’t immediately
® interact with the email.

Looks legitimate: Verify it with the
sender. Don’t reply directly to the email.
Use another means of communication.

Take your time
to evaluate it.

Looks suspicious: Report it to the
appropriate team in your organization.
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